
TOE Security Environment

TSE includes all relevant laws, regulations, organizational security policies, customs,

knowledge, expertise,     and    threats present or assumed  (CONTEXT). 

The PP or ST writer must take into account:

a) physical environment (including physical protection, personnel);

b) assets requiring protection (direct and indirect);

c) TOE purpose (product type and intended use).

Security statements about the TOE made after threat, risk, and policy investigation:

a) assumptions about the environment for the TOE to be considered secure;

b) threats to asset security − threat agent, presumed attack method, 

vulnerabilities exploited, assets attacked;

c) applicable organizational policies and rules.


